
IATS is a Web base application that provides access to certification-
data related to thousands of systems and networks throughout the 
Department of the Navy.

The goal of Information Assurance (IA) is to protect and defend 
information and information systems by ensuring their availability, 
integrity, authentication, confidentiality, and non-repudiation. 
Information Assurance is essential for war-fighting and homeland 
defense, and is required operationally throughout the Department of 
the Navy.

For information systems to exist and operate in the Navy, they must 
be accredited by the certifying authorities (CA & DAA). IATS provides 
the tools and mechanisms necessary to allow the authorities to review 
and certify or deny the operation of these information systems.

Secure Authentication
Role-Based Access
Collaboration Rooms
Search and Reporting Tools
Built-in Package Status Notification
Package Summary and Detail Views
Package Documents Repository
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• Secured Authenticated
• Role-Based Access
• Collaboration Rooms
• Search and Reporting Tools
• Built-in Package Status Notification
• Package Summary & Detail Views
• Package Documents Repository
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IATS is a role-based system and it requires user authentication through the use of a DOD 
Common Access Card (CAC).

Anyone with a CAC can quickly register and access IATS to view the summary of all 
systems and networks registered in IATS. Only designated team members, POCs, and 
certifying authorities have access to package detail information, collaboration rooms, and 
documents in support of accreditations. The built-in notification system in IATS notifies 
users when there are changes made to the status of packages they are in charge of. The 
expiration notices allow the owners of systems and networks to submit new accreditation 
requests in a timely manner to avoid the expiration of their packages. The search and 
reporting tools of IATS provide a comprehensive view of some or all packages and their 
statuses in the system. These reports are valuable tools in determining the latency and 
throughput when it comes to package processing by the program managers and the 
certifying authorities.
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IATS requires two servers: an application server and a database server.  
Hardware Requirements

• Windows 2003 Sever (3.2 GHZ and 4 BG RAM)
• Cold Fusion Application Server
• Microsoft SQL Server 2005

Software Requirements

IATS Configuration
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